
Digital security starts with 

Two-Step Verific    tion

Enhances security by making it 
harder for hackers to access 
accounts, protecting against:

Username

Password

Two-step verification (2SV) is a simple way to give 
your account an extra level of protection, by asking 
for extra authentication when you log in.

Enter  CodeFor example, a one-time passcode.

Available for email, 
online banking, and 
social media.

Fraud 
Risk

Identity 
Theft

Account 
Recovery 

Issues

2SV

Sometimes called
Two-Factor Authentication 
(2FA) or Multi-Factor 
Authentication (MFA)
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Guidance on

Stop! Think Fraud 
2SV Guidance

Two-Step 
Verific    tion

Scan here

Report it to
Action Fraud 
so that police 
can take action.

Think your 
account’s been 
hacked?

Visit the National Cyber 
Security Centre website 
for support on recovering 
your account and protecting 
yourself in the future.




